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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References
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[3]
3GPP TS 28.531 Management and orchestration; Provisioning
[4]
3GPP TS 28.532 Management and orchestration; Generic management services
[5]
3GPP TS 28.533 Management and orchestration; Architecture framework.

3
Rationale

In 3GPP SA5 127 meeting, we have a new WID on Management Aspects of 5G Service-Level Agreement. But only focus on the influence of existed TS 28.540 and TS 28.541. According to the expected objective in the WID proposal, here we want to discuss the possible influence on the other specifications.
4
Detailed proposal

In the WID proposal of the work item, the work item aims to discussion the following aspects:

· Translation from SLA requirements to network ServiceProfile, e.g. providing the Correspondence between GSMA GST/NEST and 3GPP ServiceProfile 

· Decomposition from SLA requirements to the network slice subnet of different domains and network management functions.

· key management functions, key entities in the translation and the relationship in the decomposition.

· Analysis of network requirements to NFV management and orchestration.

· Procedure of translation once SLA has been introduced to 5G management system

· The impact to 5G management system once SLA has been introduced.

But in the existed expected output, only TS 28.540 and TS 28.541 are mentioned, only GST mapping and additional attributes are considered to be discussed in this work item. According to the objective list here, this work item may also related to the existed management services and procedures. 
For example, in TS 28.531, procedures for provisioning of 5G network are specified. But the 5G service-level agreement are not considered in the existed procedures. 
In Chapter 7.2 Procedure of Network Slice Instance Allocation, the procedure of creating a new NSI or using an existing NSI to satisfy the required network slice related requirements is illustrated. In Step 2, it is specified that based on the network slice related requirements, the NSMS_Provider decides whether to use an existing NSI or create a new NSI. If the network slice related requirements allow the requested NSI to be shared and if an existing suitable NSI can be reused, the NSMS_Provider may decide to use the existing NSI.
If 5G service-level agreement are introduced into the 5G management system, the network slice related requirements may be translated or refered to the SLA agreement. So when deciding whether to use an existing NSI or create a new NSI, the current SLA for the existed NSI should be considered and step 2 needs to be updated.
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1)
Network Slice Management Service Provider (NSMS_Provider) receives an AllocateNsi request (see AllocateNsi operation defined in clause 6.5.1) from Network Slice Management Service Consumer (NSMS_Consumer) with network slice related requirements (see ServiceProfile defined in claue 6.3.3 in TS 28.541[6]).

2)
Based on the network slice related requirements, the NSMS_Provider decides whether to use an existing NSI or create a new NSI. If the network slice related requirements allow the requested NSI to be shared and if an existing suitable NSI can be reused, the NSMS_Provider may decide to use the existing NSI. 

3a) If using an existing NSI and the existing NSI needs to be modified to satisfy the network slice related requirements, the NSMS_Provider invokes the procedure to modify the existing NSI as described in clause 7.6.

3b-1) If creating a new NSI, the NSMS_Provider derives the network slice subnet related requirements from the received network slice related requirements. Before NSMS_Provider derives the network slice subnet related requirements, NSMS_Provider may invoke corresponding network slice subnet capability information querying procedure as descried in clause 7.8.

3b-2)
The NSMS_Provider invokes the NSSI allocation procedure as described in clause 7.3.

3b-3)
The NSMS_Provider creates the MOI for NSI and configures the MOI with the DN of MOI for the NSSI, other configuration information may be configured for the created MOI.

Note:
The detailed configuration information is described in network slice NRM (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]).

4) The NSMS_Provider sends NSI allocation result (see AllocateNsi operation defined in clause 6.5.1) to the NSMS_Consumer. If an existing NSI is modified or a new NSI is created successfully to satisfy the network slice related requirements, the result includes the relevant network slice instance information (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]):

-
DN of the MOI for NSI.

Otherwise the result may include the reason of failure, for example, the required latency or user number cannot be satisfied, or the physical resource is not enough.

In chapter 7.8, procedures of obtaining network slice subnet capability information (e.g. supported maximum latency, supported capacity (e.g. maximum user number)) of network slice subnet instance(s) which can be provided by network slice subnet management service provider is illustrated.
For example, if the 5G Service-Level agreement includes the network capacity e.g. maximum user number, the querying procedure may be operated before network slice instance allocation procedure to make sure that the final provided network slice subnet can satisfy the requirements for 5G service-level agreement. Also, this will affect the other procedures e.g. Procedure of reservation and checking feasibility of NSI.
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Figure 7.8-2: Procedure of querying network slice subnet capability information

1)
Network Slice Subnet Management Service Consumer (NSSMS_C) wants to query the NSS capability information of the NSSI(s) which can be provided by corresponding Network Slice Subnet Management Service Consumer (NSSMS_P), NSSMS_C sends NSS capability querying request (see getMOIAttributes operation defined in TS 28.532 [8]) to NSSMS_P to obtain the NSS capability information of the NSSI(s) which can be provided by corresponding NSSMS_P.

2)
NSSMS_P processes the NSS capability information querying request.

3)
NSSMS_P sends the NSS capability information (e.g. supported maximum latency, supported capacity (e.g. user number)) of NSSI(s) that can be provided by itself (see getMOIAttributes operation defined in TS 28.532 [8]) to NSSMS_C.
4
Detailed proposal

It is proposed to clarify the detailed effect to the existed specification in this work item. Also, considerting that in TR 28.805, the GST and communication services should be discussed first, we need speicify if SLA management can be discussed in this work item of TR 28.805. If we can solve the problem in Release 16, it should be included in this work item, if it is a problem which needs to be further studied, we can first discuss it in TR 28.805.
7.13
Procedure of reservation and checking feasibility of NSI
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Figure 7.13-1 Network slice feasibility check procedure

1)
Network Slice Management Service Provider (NSMS_Provider) receives a provisioning NSI request (e.g., AllocateNsi request (see AllocateNsi operation defined in clause 6.5.1), ModifyNsi request (see modifyMOIAttributes operation defined in TS 28.532 [8])) from Network Slice Management Service Consumer (NSMS_Consumer) with network slice related requirements (e.g. Area information, User Number, traffic demand, QoS Quality, whether the requested network slice instance could be shared).

2)
[Optional] NSMS_Provider may request information and updates from NSSMS_Provider and Other_MS_Provider regarding the resources. 

3) NSMS_Provider sends reservation requests to Network Slice Subnet Management Service Provider (NSSMS_Provider) and (if needed) Other Management Service Providers (Other_MS_Provider), e.g., MANO, TN manager. NSMS_Provider receives responses with information regarding allocated resources, e.g., their availability, identification information of reserved resources and so on. 

4)
A reservation request to NSSMS_Provider can trigger NSSI feasibility checking. 

5)
NSMS_Provider evaluates the responses to determine if the network slice requirements can be satisfied.

6)
If feasible, 

6.a)
NSMS_Provider is ready for provisioning.

6.b)
[Optional] Acknowledgement regarding reservation check results can be sent to NSMS_Customer.

7)
If not feasible, 

7.a)
NSMS_Provider cancels reservations, optionally may receive acknowledgement.

7.b)
NSMS_Provider is not ready for provisioning.

7.c)
NSMS_Provider may send negative acknowledgement regarding results of reservation check to NSMS_Customer.

